rame number 1st

7 T T T

no.

14

15

Reserved ('0000°)

Reserved ('0000°)

Reserved ("0000")

Reserved (*0000°)

Reserved ("0000°)

Reserved ("0000"

Sequence indicator SQ MSB (bits 1-4)

Sequence indicator SQ LSB (bits 5-8

Reserved ('0000")

[1]
Sequence Indicator|

Reserved

Compensation and realignm-en( of the payload

Each VC-3/4 of the VC-3/4-Xv is transported individually through the net-
work. Due to different propagation delay of the VC-3/4s, a differential delay
will occur between the individual VC-8/4s. This differential delay has to be

d and the individ

1 VC-3/4s have to be realigned for access to

the contiguous payload area. The realignment process has to cover at least a

differential delay of 125 ps.

A two-stage 512 ms multiframe is introduced to cover differential delays of
125 ps and above (up to 256 ms). The first stage uses H4, bits 5-8 for the 4-
bit multiframe indicator (MFI1). MFI1 is incremented every basic frame and
counts from 0 to 15. For the 8-bit multiframe indicator of the second stage
(MF12), H4, bits 1-4 in frame 0 (MFI2 bits 1-4) and 1 (MFI2 bits 5-8) of the
first multiframe are used. MFI2 is incremented once every multiframe of
the first stage and counts from 0 to 255. The resulting overall multiframe is

4096 frames (= 512 ms) long.

The sequence indicator SQ identifies the sequence/order in which the indi-
vidual VC-3/4s of the VC -3/4-Xv are combined to form the contiguous con-
tainer VC-3/4-Xc. Each VC-3/4 of a VC-3/4-Xv has a fixed unique sequence
number in the range of 0 to (X-1). The VC-3/4 transporting the first time
slot of the C-3/4 of the C-3/4-Xc has the sequence number 0, the VC-3/4
transporting the second C-3/4 of the C-3/4-Xc¢ has the sequence number 1
and so on up to the VC-3/4 transporting time C-3/4 X of the C-3/4-Xc¢ with
the sequence number (X-1). For applications requiring fixed bandwidth the
sequence number is fixed assigned and not configurable. This allows the
constitution of the VC-3/4-Xv to be checked without using the trace. The 8-
bit sequence number (which supports values of X up to 256) is transported
in bits 1 to 4 of the H4 bytes, using frame 14 (SQ bits 1-4) and 15 (SQ bits 5-

8) of the first multiframe stage.
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C-4/3-Xc

VC-4/3-Xv

—1 7

1 X

—

UnTqune

T
SQ:(X-1)

$0:0

Sequence (SQ)

STl

Multiframe(MF)

Franeohs

Generic Framing Procedure, G.7041

GFP provides a generic mechanism to adapt traffic from higher-layer client signals over a transport
network. Client signals may be PDU-oriented (such as IP/PPP or Ethernet MAC), block-code orien-
ted constant bit rate stream (such as Fibre Channel or ESCON/SBCON).

GFP frame structure Core header

P

:

Payload
Payload Header Payload ype
tHEC
Payload
information
0-60bytes of . (EXI=1)
extention headers 5
- Payload FCS (optional) X ()
Spare
eHEC
Ethernet and GFP (frame mapped) GFP Frame
Frame Relationships ot
2 PLI
2 cHEC
Octets Ethernet MAC Frame 2 Type
7 Preamble 2 tHEC
1 Start of Frame Delimiter 0-60 GFP Extentionn Hdr
[ Destination Address (DA)
[ Source Address (SA)
2 Length/Type GFP
MAG client data Payload
1 Pad
4 Frame Check Sequence (FCS)
Bts 1 2 3 4 5 6 7 8 1 it et (A

GFP Core Header The four octets of the GFP Core Header consist of a 16-bit PDU
Length Indicator field and a 16-bit Core Header Error Check (¢cHEC) field. This header al-
lows GFP frame delineation independent of the content of the higher layer PDUs.

PDU Length Indicator (PLI) field : The two-octet PLI field contains a binary number repre-
senting the number of octets in the GFP Payload Area. The absolute minimum value of the
PLI field in a GFP client frame is 4 octets. PLI values 0-3 are reserved for GFP control
frame usage.

Core HEC (cHEC) field : The two-octet Core Header Error Control field contains a CRC-16
error control code that protects the integrity of the contents of the Core Header by

GFP Payload Type Identifiers

Payload Type Identifiers

both single-bit error correction and multi-bit error d i The cHEC
lated over the octets of the Core Header.

GFP Payload Area : The GFP Payload Area, which consists of all octets in the GFP frame
after the GFP Core Header, is used to convey higher layer specific protocol information.
This variable length area may include from 4 to 65 535 octets. The GFP Payload Area con-
sists of two common components: a Payload Header and a Payload Information field. An
optional Payload FCS (pFCS) field is also supported.

Payload Header : The Payload Header is a variable-length area, 4 to 64 octets long, inten-
ded to support data link management procedures specific to the higher-layer client signal.
The area contains two mandatory fields, the Type and the tHEC fields, and a variable num-
ber of additional payload header fields. This group of additional payload header fields are
referred to as the Extension Header.  The presence of the Extension Header, and its for-
mat, and the presence of the optional Payload FCS are specified by the Type field. The
tHEC protects the integrity of the Type field. ~An implementation shall support reception
of a GFP frame with a Payload Header of any length in the range 4 to 64 octets.

GFP Type field : The GFP Type field is a mandatory two-octet field of the Payload Header
that indicates the content and format of the GFP Payload Information field. The Type field
distinguishes between GFP frame types and between different services in a multi-service
environment. The Type field consists of a Payload Type Identifier (PTI), a Payload FCS In-
dicator (PFI), a Extension Header Identifier (EXI) and a User Payload Identifier (UPI).

Payload Type Identifier (PTI) : A 3-bit subfield of the Type field identifying the type of GFP
client frame. Two kinds of client frames are currently defined, User Data frames (PTI =
000) and Client Management frames (PTI=100).

Payload FCS Indicator (PFl) : A one bit subfield of the Type field indicating the presence
(PFI=1) or absence (PFI=0) of the Payload FCS field.

Extension Header Identifier (EXI) : A 4-bit subfield of the Type field identifying the type of
Extension Header GFP. Three kinds of Extension Headers are currently defined, a Null Ex-
tension Header, a Linear Extension Header, and a Ring Extension Header.

User Payload Identifier (UPI) : An 8-bit field identifying the type of payload conveyed in
the GFP Payload Information field. Interpretation of the UPI field is relative to the type of
GFP client frame as indicated by the PTI subfield.

Type HEC (tHEC) field : The two-octet Type Header Error Control field contains a CRC-16
error control code that protects the integrity of the contents of the Type Field by enabling
both single-bit error correction and multi-bit error d

Extension Header for a linear frame : The Payload Header for a Linear (Point-to-Point)
frame with an Extension Header witch is intended for scenarios where there are several in-
dependent links requiring aggregation onto a single transport path.

Channel ID (CID) field : The CID is an 8-bit binary number used to indicate one of 256 com-
munications channels at a GFP termination point.

Spare field : The 8-bit spare field is reserved for future use.

Extension HEC (eHEC) field : The two-octet Extension Header Error Control field contains
a CRC-16 error control code that protects the integrity of the contents of the extension
headers by enabling both single-bit error correction ional) and multi-bit error d i

Payload Frame Check Sequence (pFCS) field : The GFP Payload FCS which is an option-
al, four-octet long, frame check sequence. It contains a CRC-32 sequence that protects the
contents of the GFP Payload Information field. A value of 1 in the PFI bit within the Type
field identifies the presence of the payload FCS field.
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Type Bits <11:8>

Type Bis <15:13> )
000 Client Data
100 Client
Others Reserved
P GFP Extension Header Identifiers
is calcu- Extension Header Identifiers e

0000 Null Extension Header
0001 Linear Frame
0010 Ring Frame
Others Reserved

User Payload Identifiers for

GFP Client Frames

PTI =000
User Payload Identifier (binary) GFP Frame
TYPE Bits <7:0> Payload Area
0000 0000 h
1111 1111 Reserved and not available
0000 0001 Frame-Mapped Ethernet
0000 0010 Frame-Mapped PPP
0000 0011 Fibre Channel
0000 0100 Transparent FICON
00000101 ESCON
00000110 Gb Ethernet
00000111 Reserved for future
Frame-Mapped Multiple Access
ity Protocol over SDH (MAPOS)
0000 1001 Transparent DVB AS|
Framed Mapped IEEE 802.17
DY Resilient Packet Ring
Frame-Mapped Fibre Channel
0000 1011 FC-BBW
Asynchronous Transparent
ALY Fibre Channel
G000 el Reserved for
gl future standardization
1110 1111
11110000
through Reserved for proprietary use
11111110

GFP Client Management frame User Payload Identifier

PTI = 000
UPI value Usage
0000 0000 and 1111 1111 Reserved
0000 0001 Client Signal Fail (Loss of Client Signal)
0000 0010 Client Signal Fail

(Loss of Character Synchronization)

0000 0011 thru 1111 1110

Reserved for future use
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LCAS is a scheme that should be used to increase or dec
orted iln an SDH/OTN network using Virtual Concatenati
ecrease the capacity if a member experiences a failure in
fault is repaired. The scheme is applicable

&

-
K4[2] multiframe for LO LCAS
2nd 1[2[3]4]5]6]7]8 o [10[i[12[13[i
- i
Frame Sequence
- Indicator Indicator CTRL | I
p " H4 Frame to Member number relatiol
& 2nd frame number Member num
0,32, 64, 96,128,160, 192, 224 |01
CTRL 28| Gl
(GID ('000X') 13 1,33,65,97, 129, 161,193,225 |01
0% 4 12[13]14
0 G : : | 2|y ]
CRe-8 o 30,62, 94, 126, 158, 190, 222, 254 {210 [241[242 243
CRCS 7 P0IBT R P 1244|245 246 24
Member status MST vs]" 31,63, 95,127, 159, 191, 223, 255 |210| 2491250251
Member status MST I EEE 252[253[254]2
0 0 0 [ RS_Ack 1010 I
RN 11 K4 Frame to Member number relation I
001 Frame number] Member number
[HEREE 081624 [0[1]2]3
1/0]14 1,9,17,25 | 8] 9]10[11
L i I 2,10,18,26 | 16[17]18[ 19
! jojojojojo 3,11,19,27 [24[25
MFI2 LSBs (bits5-8) [ 0 [ 0 [0 | 1 | 1 [4,12,20,28 |32]33]
CTRL oo [1]o]2 5,13,21,29 | 40[41
0o [ o |r 0o [ap JoJoJtfils] . 6,14,22,30 | 48[ 49]50] 51[ 52] 53 54| 5
Reserved (0000 0|1]o0jo0]4 7,15,23,31 | 56] 57| 58] 59] 60] 61] 62
served (0000') o [1 o1 ][5 r
C1 Cc [ 6 [ ¢ [o[1]1]o]es
[ N I Y O I I L@ G
¥ 1 Value Remarks
. - - Lo " ) 0000 | FIXED [Thisisanin
Ll - 0001 This
- 0010 | NORM
0011
Add two members after last one in the group of n o101
[Note 1] LCAS (EOS) (new) 1111
NMS So sk sk
Add Cmnd
.......
—
CTRL=ADD}
MSTL=0K [ ——
1
CTRL=NORM,

RS-Ack inverted

nged.
s the
es re-
it as-
in the
ber will

Y may have
(DNU) state. ~ At ini-
AIL. A transition to
member with a con-
ed). All unused MST

to FAIL.

‘When a renumbering of the se-
CTRL field NORM, DNU, EOS, or
bers is detected at the Sk, a notifi-
ed by toggling (i.e. change from '0'
- particular, the causes that trigger
be listed as follows:

e VCG (SQ change detected by Sk for members in

tion overhead
performed o
rejected if th
contents are
disregard the re t 2
checked by the CRC so tha
ment equivalently with the

S" and/or CTRL="ADD" > CTRL="NORM" (Addi-

or "EOS") > CTRL="IDLE" (Decrease bandwidth);
"> CTRL="IDLE".
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